
IDIS and NDAACompliance

(The National Defense Authorization Act)

NDAA Summary

The John S. McCain National Defense Authorization Act (NDAA) for Fiscal Year 2019 was signed into law on August 13, 2

018 and effective from August 2020. The law, specifically Section 889, prohibits federal agencies, their contractors and gr

ant or loan recipients from procuring or using “telecommunications and video surveillance equipment or services” from sp

ecific Chinese companies as a “substantial or essential component of any system, or as critical technology as part of any s

ystem.” The NDAA ban includes telecommunications equipment produced by Huawei Technologies Company or ZTE Cor

poration, as well as video surveillance and telecommunications equipment produced by Hytera Communications Corporati

on, Hangzhou Hikvision Digital Technology Company, or Dahua Technology Company.

IDIS Equipment

IDIS provides NDAA compliant products, which includes solutions marketed to the US federal government, Department of

Defense (DoD), and associated contractors. The following IDIS cameras and network video recorders (NVRs) do not use or

deploy critical components or System-on-a-Chip (SOC) circuits produced by NDAA banned component vendors, making t

hem compliant with the NDAA.

IDIS NDAA Compliance Products List

Category Type Models

NetworkCamera

Dome

DC-D4236RX  

DC-D4236X  

DC-D4236HRX  

DC-D4236WRX  

DC-D4216RX  

DC-D4216X  

DC-D4216WRX

Bullet

DC-T4236HRX

DC-T4236WRX

DC-E4216WRX

Enterprise NVR

Server PC

IR-100  

IR-300A  

IR-1100

NVR
DR-6508P

DR-6516P

DR-6532P


